SEPTEMBER 2020 - VULNERABILITIES OF INTEREST TO THE HEALTH SECTOR

Executive Summary
In September, 2020, a significant number of vulnerabilities in common information systems relevant to the healthcare sector have been disclosed to the public. This includes the Patch Tuesday vulnerabilities – released by several vendors on the second Tuesday of each month – as well as ad-hoc vulnerability announcements including mitigation steps and/or patches as they are developed. Vulnerabilities this month are from Microsoft, Adobe, Intel, SAP, Cisco, Apple, and Google. These vulnerabilities should be carefully considered for patching by any healthcare organization with special consideration to each vulnerability criticality category against the risk management posture of the organization.

MICROSOFT
On Tuesday, September 8, Microsoft announced 129 vulnerabilities, tied with June 2020 as the largest number of Patch Tuesday fixes ever. These 129 vulnerabilities 15 products and include 3 critical, 105 important, 1 moderate and no zero days, but a total of 32 remote code execution, 20 of which were classified critical. There are three noteworthy vulnerabilities:

1. Microsoft Exchange Memory Corruption Vulnerability (CVE-2020-16875) – This vulnerability allows for remote code execution by sending a crafted email to Exchange server. It has a CVSS score of 8.2.

2. Remote Code Execution Vulnerability for Microsoft COM for Windows (CVE-2020-0922), can be exploited by luring a user to a site with malicious JavaScript. It has a CVSS score of 7.9.

3. Remote Code Execution Vulnerability in Windows Text Service Module (CVE-2020-0908) - can be exploited by tricking a user to visiting a site with malicious code. It has a CVSS score of 6.7.

None of these vulnerabilities were known to have been exploited in the wild at the time of their publication.

Outside of the Patch Tuesday cycle, there became a public exploit available for CVE-2020-1472, also known as ZeroLogon was rated critical severity as it allows unauthenticated administrative access to a Windows domain controller (DC) and possible compromise of the entire domain and all resources it contains. Microsoft Windows domain controllers contain a flaw in a cryptographic authentication scheme (AES-CFB8) used by the Netlogon Remote Protocol allowing an attacker with only user-level access to gain administrative access. This would provide the attacker with additional opportunities including the creation of accounts for persistence as well as the compromise data on the network and the disruption of functionality of connected systems potentially impacting patient care. Microsoft released first phase update CVE-2020-1472 on August 11, 2020, with the second phase planned for February 9, 2021. The first phase enforces secure Remote ProtoCol (RPC) usage for machine accounts on Windows based devices, trust accounts and all Windows and non-Windows DCs. Within the new update, a new group policy is available as well as a secure registry key.
CVE2020-1472 affects multiple versions of Windows Server from 2008 to 2019. HC3 released a separate product on Zerologon which can be found at our website.

ADOBE
Adobe released 18 critical vulnerabilities as part of the September 2020 Patch Tuesday security updates for Adobe InDesign, Framemaker and Experience Manager, addressing multiple vulnerabilities.

INTEL
Intel released four patches (INTEL-SA-00404) for the Driver & Support Assistant, BIOS firmware for several of their platforms, Active Management Technology (AMT) and Intel Standard Manageability (ISM). The AMT and ISM are the most important as they are privilege escalation vulnerabilities both rated critical. Intel’s latest security center advisories can always be found here.

SAP
SAP released 10 security advisories and updates to six previously released ones on September Patch Tuesday. This includes their Solution Manager, NetWeaver, and a number of other platforms that likely have minimal impact the healthcare industry. Their advisories can always be found by logging into their support portal.

ORACLE
Oracle releases patches on a quarterly basis. Their most recent release was their 2020 Q2 bulletin which was released in July and can be found here. Their next scheduled release will be Q3 (October).

CISCO
Cisco released 61 security advisories in the month of September including 1 critical, 36 high and 24 medium priority. Two vulnerabilities (CVE-2020-3421 and CVE-2020-3480) are in Cisco’s Zone-Based Firewall, which according to the company, “could allow an unauthenticated, remote attacker to cause the device to reload or stop forwarding traffic through the firewall.” There are also a number of vulnerabilities that are exploitable remotely, some not requiring authentication.

APPLE
Apple released updates their most recent security updates and iOS 14.0.1 in late September. This includes iCloud updates as well as macOS Sierra 10.13.6, Mojave 10.14.6 and Catalina 10.15.6 security updates.

GOOGLE
Google began releasing Android 11 in early September. On September 8th, they also released their monthly Android Security Bulletin, which included 52 vulnerabilities, 8 of which are rated critical.
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