

ATTACHMENT C



GUARD SERVICES


STANDARD OPERATING PROCEDURES

INTRODUCTION
Procedures in this SOP are general and contain elements common to all posts.  Specific requirements for individual posts are contained in the post orders.  Special requirements or short term changes are provided in special orders or memorandums.  Guards must be familiar with this SOP and with the specific post order for the post they are assigned.

Security hours for the HHH are 6:30 P.M. to 6:30 A.M. Monday through Friday, 6:30 P.M. Friday to 6:30 A.M. Monday, and all Federal holidays or when the Federal Government is closed.  Security hours are also instituted under special security conditions or for special circumstances.  During security hours, only the Independence Avenue entrance is open.

The guard posts, locations, type, and hours of operation are:

Post #
Description
Time of Day
Per Day    Week  



  1

Fixed, Main
0001 - 0800
   8
   7 days per
   

Entrance   
0800 - 1600
   8
   week including

Desk


1600 - 2400
   8
   holidays

  2

Fixed, Main 
0630 - 1830
   12   5 days, Mon.-

Entrance



   

   Fri., excluding

Podium




   
   holidays

  3

Fixed, 3rd 
0630 - 1830
   12   five days, Mon.-

Street




   
   Fri., excluding

Entrance




   
   holidays

  4

Fixed, Garage 
0600 - 2000
   14   5 days, Mon.-

Entrance



   

   Fri., excluding

   

   holidays

  5

Fixed, East    0630 - 1830
   12   5 days, Mon.-

Loading Dock



   
   Fri., excluding

   

   holidays

  6

Fixed, West
0630 - 1830
   12   5 days, Mon.-

Loading Dock



   
   Fri., excluding

   

   holidays

  7

Roving, Entire
0001 - 0800
    8   7 days per        

Building

0800 - 1600
    8   week including

1600 - 2400
    8   holidays

  8

Fixed, 3rd 
0630 - 1830
   12   5 days, Mon.-

Street 



   
    
   Fri., excluding

Podium




   
   holidays

Supervisor Roving     
0001 - 0800
   8
   7 days per
   Proj. Mgr.


0800 - 1600
   8
   week including

 
    


1600 - 2400
   8
   holidays

TAS

As Assigned
variable

   As Assigned



During the time periods posts are not staffed, the posts shall be considered part of the perimeter and controlled by the roving guard.

GENERAL REQUIREMENTS
Regulations  

Officers must have a working knowledge of the rules and regulations governing public buildings and grounds.  This includes Federal Property Management Regulations, Title 41, Code of Federal Regulations, Subpart 101-20.3; and Title 18, United States Code, Section 930.  

All posts will be conducted in accordance with Department of Health and Human Services (HHS) contract specifications, relevant specific items in the contract statement of work, relevant specific items in the contract between HHS and the contractor, the Federal Protective Service=s Contract Guard Manual, special orders issued by the contract Project Officer or the Chief, Physical Security, temporary orders/assignments as issued by the Chief, Physical Security; temporary orders as issued by authorized persons; and orders/assignments as issued or dictated by emergency or special conditions.  In addition, all officers must be familiar with operating instructions and procedures for HHH Building security systems, including fire, CCA, and CCTV.

The Contractor shall maintain a current copy of the SOP and the relevant post orders at each guard post.  A detailed review of the SOP and post orders shall be provided as part of each employee's initial training, and each time the SOP or post orders are modified.  No employee shall be assigned to duty unless they are thoroughly knowledgeable of and understands the SOP and relevant post orders.  The SOP will be modified periodically to reflect required changes in the Government's guard services policies and procedures.  Special Orders are short term or one‑time changes to the SOP or post orders.

Personal Conduct On Post  

Each Contractor employee is expected to adhere to standards of conduct that reflect credit on themselves, their employer, the Department of Health and Human Services, and the Federal Government.  The Government reserves the right to direct the Contractor to remove an employee from the work site for failure to comply with basic standards of conduct.  The Contractor shall initiate immediate action to replace such an employee to maintain continuity of services at no additional cost to the Government.

The Government requires a favorable image and considers it to be a major asset of a protective force.  The employee's attitude, courtesy, and job knowledge are influential in creating a favorable image.  However, most people form an opinion by the appearance of the uniformed employees.  All contract employees are therefore required to comply with the military hair/beard/mustache length and style requirements. 

All guard force personnel shall wear a complete uniform of the type prescribed in this clause at all times when on duty.  The appearance of uniforms shall be maintained so that shoes are shined; so that all items fit well and are clean, neat, and well pressed; and so that the uniform otherwise presents a favorable public image.  The uniform's color(s) shall be the same as that in general use by large guard or police organizations in the United States.  All employees shall wear the same color and style of uniform.  An appropriately lettered breast badge and cap ornament shall indicate the jurisdiction from which authority, if any, is obtained.  Shoulder patches with Contractor identification and not larger than 4‑1/2 inches by 4‑1/2 inches shall be worn on the uniform's left shoulder.  No other Contractor identification is to be worn or displayed on the 

uniform.  Cleaning, pressing, and repair costs shall be paid by the Contractor as allowed in the attached Department of Labor Service Contract Labor Wage Determination.  Each employee shall be issued a uniform by the Contractor to include the following items:

a.  Shirt

b.  Trousers (skirts are optional for female employees)

c.  Necktie

d.  Cap

e.  Jacket (in winter)

f.  Name tag (over left breast pocket)

g.  Handcuffs, key, and pouch

h.  Baton (police regulation type) and holder

I.  Flashlight and batteries (producing light equal to or 

     greater than a flashlight with 2 "D" cell batteries)

j.  Inclement weather protection (as needed)

k.  Whistle

l.  Shoes and safety helmets that meet ANSI 289.1‑1969

Guards will not smoke; eat; listen to personal audio devices, with or without earphones; view personal T.V.; read newspapers, magazines, periodicals, or books while on duty or while physically located at the post.  Post orders and related official documents are considered acceptable reading materials. 

Leaving a post before the end of Post Hours of Operation or  without being properly relieved is post abandonment.  

Neglect of duties 

Any neglect of official duties shall not be condoned.  This includes sleeping on duty, unreasonable delays or failures to carry out assigned tasks, conducting personal affairs during duty hours, use of post telephones or computers for personal use, and refusing to render assistance or cooperate in upholding the integrity of the work site security.

Disorderly conduct
The use of abusive or offensive language, flirting or sexually suggestive language or actions, any form of discrimination or sexual harassment, quarreling, intimidation by words, actions, or fighting shall not be condoned.  Also included is participation in disruptive activities which interfere with normal and 

efficient Government operations.

Intoxicants
The Contractor shall not allow any employee, while on duty, to possess, sell, consume, or be under the influence of intoxicants, drugs, or substances which produce similar effects.

Criminal actions
Contractor employees may be subject to criminal actions as allowed by law in certain circumstances.  These include, but are not limited to, the following:

1.  Falsification or unlawful concealment, removal, mutilation, or destruction of any official documents or records or concealment of material facts by willful omission from official documents or records.

2.  Unauthorized use of Government property, theft, vandalism, or immoral conduct.

3.  Unethical or improper use of official authority or credentials.

4.  Security violations.

Tables, desks, chairs or furniture may not be added, removed, or moved on post or removed to non-post locations at any time except during emergency evacuation or other emergency situation.  Exceptions may be granted by the Contract Project Officer or the Chief, Physical Security.  

Government telephones are not to be used for personal phone calls at any time unless they are of an emergency nature. Emergency phone calls are defined as those calls that deal with an unanticipated medical or other emergency of a family member.  These "emergency" calls will be limited to three (3) minutes.  An immediate emergency relief will be requested to allow this Officer to receive or make an emergency phone call.  

Guards will not accept personal incoming calls.  Guards will not publish or use post telephone numbers for personal purposes.  All 

incoming calls will be directed to the guard supervisor, who will take messages for guards during duty hours.  Guards who need to list a telephone during duty hours will list the guard supervisor number.

Personal computers (PC) are issued for official use only.  Guards will not use computers for personal use.  Guards will not use games or input game software on the PC=s.  Guards will not input or program personal software nor use government software for personal use.

Any absence for relief purposes requires relief by the relief guard.  The roving guard IS NOT authorized to give relief breaks.  

In order to insure that all guards are treated fairly and equally, the contract states that all guards are entitled to one (1) fifteen minute break for every four hours worked and one (1) thirty minute lunch break for every eight hours worked.  ANY  exceptions to this provision of the contract must be requested in writing in advance.  Exceptions for medical conditions must include medical certification that justifies a request of this nature.

Equipment Checks
The supervisors shall ensure that each post is staffed as required, that employees are properly uniformed and present a neat appearance, and that each employee is familiar with their post and duties.  Such supervision shall include an informal inspection at the start of each shift during which relief personnel shall be assembled for inspection, announcements, and a general transfer of information from one shift's personnel to the next.  This is in addition to the time required for posting and relief of personnel.

Officers will ensure that any and all assigned equipment are in proper working order before going on duty.  Officers will install a freshly charged battery on the radio assigned and personally conduct an "on the air" radio check [10-97] with another guard immediately upon taking over this post.  Officers will also conduct an "on the air" radio check every four hours to ensure that the radio assigned is in good working order.

Officers at relevant posts will also conduct other equipment tests as described in the operating procedures for the CCA, CCTV, and other monitoring systems assigned to particular posts.

Additional Operating Instructions  

The Contracting Officer, the Project Officer, and the Chief, Physical Security direct, and are responsible to the Government for, the performance of this contract.  No other person may modify guard orders or make contractual commitments.  However, the positions listed below may authorize the clearance of persons, vehicles, and property during security and non security hours:

· Assistant Secretary for Management and Budget

· Principal Deputy Assistant Secretary for Management and Budget

· Director, Office of Facilities Services

· Physical Security Office staff

· Humphrey Building Manager

· Persons displaying a "red labeled" headquarters building pass

· Director, Executive Protection

BUILDING ADMITTANCE
General Building Admittance  

Officers will verify that all persons entering the building possess a valid Federal photo building pass or photo identification card.  During non security hours all Federally issued photo building passes and identification cards will be honored.  Persons attempting to enter the building without a Federal building pass during non security hours must be escorted by an HHS or have a memorandum authorizing their access from the Physical Security Office on file at Post One.  The identity of each visitor will be established by inspecting a current photo identification card, such as a driver=s licence or similar document.  Each visitor will be issued a dated, one day visitor pass when they are granted access to the building.

During security hours only HHS photo identification badges will be honored for building access.  Persons without the proper Department identification badge may not enter the building during security hours without prior written approval from the Physical Security Office.  In special circumstances, the Chief, Physical Security or other authorized official, may give verbal approval

for building access.  In these cases, the officer will note such authorization on the GSA Form 1103.  The notation should include the time, the name of the visitor, and the name of the authorizing official.  All persons, unless exempted in a post order or by an authorized person, entering the building during security hours must follow proper sign-in and sign-out procedures.

HHS ID Badge

ID badges should be in good condition and easy to read.  All employees should wear their badge above the waist and easily visible to the guard and other employees. Badges that are in poor condition could lead to the misuse of the badge and should be confiscated.

The guidelines to confiscate a badge are:

1.
If the name or expiration date cannot be clearly read

2.
If the picture cannot be clearly identified

3.
If the lamination has separated sufficiently that the picture could be changed or altered

4.
If the ID badge appears to have been altered.

The expiration date is printed on the ID.  Passes reaching their expiration date will be confiscated from the user and forwarded to the Security Officer through the Guard Supervisor.  The name of the employee is also printed on the badge.  CCA proximity badges contain a CCA access number on the reverse of the badge.  This number has no relevancy for admittance into the building.  The reverse of each badge contains a misuse warning and a return postage guarantee.

Building pass labels contain letter abbreviations which indicate the employee=s operating (OPDIV) or staff division (STAFFDIV).  

The appropriate codes are: 

OPDIV

· OS  

Office of the Secretary 

· HCFA
 
Health Care Financing Administration 

· ACF

Agency for Children and Families

· PSC

Program Support Center

· AHCPR
Agency for Health Care Policy and Research

· SAMHSA
Substance Abuse and Mental Health Services 
Administration

· CDC/ATSDR
Centers for Disease Control and Agency for Toxic Substances and Disease Registry

· FDA

Food and Drug Administration

· IHS

Indian Health Service

· NIH

National Institutes of Health

· HRSA

Health Resources and Services Administration

· AoA

Administration on Aging

STAFFDIV

· IOS

Immediate Office of the Secretary

· ASMB

Assistant Secretary for Management and Budget

· OIG

Office of Inspector General

· ASL

Assistant Secretary of Legislation

· ASPE

Assistant Secretary for Planning and Evaluation

· ASPA

Assistant Secretary for Public Affairs

· OGC

Office of General Council

· OCR

Office for Civil Rights

· OCA

U.S. Office of Consumer Affairs

· OPHS

Office of Public Health and Sciences

· DAB

Departmental Appeals Board

Persons displaying valid Headquarters Building Passes with red identifying labels are to be granted entrance and exit for themselves, their guests, and property at all times.  Visitor sign-in and sign-out procedures are NOT required for visitors being escorted by persons displaying Headquarters Building Passes with red identifying labels.  

Physically Challenged Visitors  

Physically challenged and other visitors requiring evacuation 

assistance in an emergency may register in the evacuation assistance log which is maintained at post one.  Persons needing such assistance will identify themselves in response to posted signs, or the guard will ask persons thought to require special assistance, because of a highly-visible debilitating physical condition, if they desire such consideration. 

The following statement may be used: 

"Excuse me.  Security has an emergency evacuation assistance program for our employees and visitors who might require such assistance should a fire or other emergency occur. I am able to register persons for this service, do you wish to register?"   

In an emergency, this record/log will be brought to the attention of emergency evacuation personnel at the emergency control center (ECC).

Personnel/Parcel Screening 

All packages, briefcases, purses, or other parcels brought into the building must pass through an X-ray scanner.  Specific instructions and procedures on scanner operation are available from the guard supervisor or the Chief, Physical Security.  Officers will monitor the X-ray screens for bomb materials, weapons, or other contraband items.  If, after screening, an image cannot be identified, the package should be visibly inspected by the officer or reported to the appropriate authority for further investigation.  If the owner of the package refuses inspection, then entry into the building will be denied.  

All persons--visitors, service personnel, and employees-- entering the building must pass through a magnetometer.  A magnetometer is a metal detector, either an arch type walk through or a hand held wand.  When an alarm sounds, the person should be requested to remove all metal objects, such as keys, loose change, from their pockets and pass through the magnetometer again.  If the alarm sounds on this second passing, the person should be instructed to step off to the side and the officer will use the hand held wand to determine the cause of the alarm.  No one will be allowed to enter the building until the cause of the alarm is determined.  Persons refusing to be scanned will be prevented from entering the building.

Suspicious packages and individuals carrying or attempting to 

deliver them should be reported to the FPS immediately by calling the Regional Communications Center on 708-1111.  In all special cases, the officer should call the guard supervisor and the roving guard for assistance.

Law enforcement officers with proper credentials, including Special Agents of the Department=s Inspector General=s Office of Investigations, are exempt from X-ray and magnetometer scanning requirements.  After law enforcement officials outside the Department display their credentials to the officer, the officer will determine the nature of their business and their destination.  The officer will record this information on the GSA Form 1103 and immediately notify the guard supervisor and the Chief, Physical Security.

Credit Union Member Admittance  

The procedures in this section are for those persons intending to use the HEW Credit Union facility and services, including the ATM machine.
General Admittance 

Persons without a Department or other Federal photo identification badge are required to sign in and out on the visitor log.  They will be granted access without escort if they present their credit union membership card AND some form of picture identification.  This access will be granted only during the normal credit union business hours of 0930 to 1600 hours, Monday through Friday, not including holidays.  If a person does not present a credit union membership card and photo identification, the person should be considered a visitor and admittance granted only with an escort.  The Officer should call the credit union for an escort.  The officer will deny building access if the credit union is closed.  

Night Deposits During Non Security Hours  

Persons wishing to make a "night deposit" in the credit union night depository during non security hours, but before or after normal credit union business hours, are required to sign in and out on the visitor log.  Access will be granted if they present a valid Federal employee photo building pass or photo 

identification (ID) card AND their credit union membership card.

Night Deposits During Security Hours
During security hours, persons wishing to enter the building to make a "night deposit" in the credit union night depository are required to sign in and out on the visitor log before they will be granted access.  Access will be granted if they present their credit union membership card AND some form of picture identification or if they present any valid non-HHS Federal employee photo building pass or identification card.  

The Officer on this post must also obtain proof that the person actually has something to deposit in the night depository before granting access.  If it is not possible to obtain proof of something to deposit in the night depository, the officer will deny access.  

Automatic Teller Machine (ATM) 

Persons wishing to use the credit union Automatic Teller Machine (ATM) on the first floor without a Federal photo building pass or identification card are required to follow sign in/out procedures.  Access will be granted if they present their credit union ATM card AND some form of picture identification.  

Package Delivery  

All packages, briefcases, purses, or other parcels brought into the building must pass through an X-ray scanner.  This policy is to be enforced for HHS or other Federal employees, visitors, and all couriers and delivery personnel. If the owner of the package refuses inspection, then entry into the building will be denied.

Suspicious packages should be immediately brought to the attention of the Federal Protective Service, Emergency Control Center on 708-1111.  The HHS Physical Security Office will also be notified immediately.  If appropriate, the delivery person may be ordered to move a suspicious package outside of the building until the police arrive.

Packages that require the use of a hand truck or that require more than one trip from the delivery vehicle must be delivered through the Humphrey Building loading dock on the "C" Street side 

of the building.  Packages which cannot be scanned at the entrance due to their size will be directed to the loading dock.  

Express Delivery Control
Express/special couriers may wait at post one without sign in.  The addressee must be contacted by telephone to come to the lobby to get the package from the courier.  Non-uniformed couriers will not be permitted  to deliver packages directly to the addressee's office.  If no one in the addressee's office is willing to pick up the package, the courier will remove the package from the building and attempt to deliver it at another time.  

GSA contract couriers that are in company uniforms and possess a valid company photo identification badge may be granted access to the building.  These couriers are required to sign in and out of the building on a special "courier" GSA Form 139.  

BUILDING EXIT
Property Removal  

Department policy requires a Property Pass (HHS-679) or special coded ID badge for all personal property removed from buildings in the SW complex.  This includes both government-owned property and some personal property which resemble, or could be mistaken for, government property.  Property Passes are not required for purses, briefcases, or similar items.  All trash and surplus leaving the building must be thoroughly inspected to prove that it does not contain contraband or material being removed without permission of the custodian.

Property Passes

Employees are responsible for obtaining a Property Pass (HHS-679) prior to the removal of property from the building.  Upon leaving the building, the employee will give the guard the top (white) copy of the Property Pass (HHS-679).  The second (pink) copy will be retained by the person removing the property, and the third (blue) copy should be retained by the Property Custodial Officer.  At the end of each day, all white copies of the property passes will be given to the guard supervisor who will provide them to the Chief, Physical Security.

A property pass must accompany its property at time of removal.  The guard will verify the name of the official whose signature appears on the property pass. Only original signatures are acceptable.  Photocopy or carbon copy signatures are not  acceptable.  A property pass signature is verified when it is identical to the sample signature on the authorized signature list provided by the Chief, Physical Security.

Property passes must contain a complete description of the property including serial number where applicable.  The officer must sign and write the date and time of occurrence on the back of all property passes.  Persons removing property must present valid picture identification containing the same name as the one appearing on the property pass.  If the person attempting to exit the building does not have a valid property pass or if the property pass is not properly completed, the guard will inform the individual that they must obtain a properly executed Property Pass before the property can be removed.

Specially coded ID badges are issued to those individuals who have a need to remove property from buildings on a regular basis.  These special badges are not to be used to take property home in lieu of the established procedures for the issuance of Property Passes.  Guards may challenge these special ID badges during security hours or if the employee is acting in a suspicious manner.

PARKING
Garage
Parking in the Humphrey garage is restricted at all times to valid permit holders.  Exceptions may be authorized by the Physical Security Office.

Ceremonial Driveway 

No parking is allowed in the Ceremonial Driveway at the Independence Avenue entrance of the Humphrey Building.  HHS employees and visitors are permitted to enter the Ceremonial Driveway to discharge or pick up passengers.  Unattended vehicles are not permitted and will be ticketed.  However, parents/authorized guardians of children enrolled in the HHH CHILDTIME CHILDREN=S CENTER are permitted to park in the 

Ceremonial Driveway for up to 15 minutes as long as a special parking permit is visibly displayed in the front windshield of their vehicle.  

The guard should call the Physical Security Office when illegal parking in the ceremonial drive is noticed.  The Physical Security Office will request a FPS officer be dispatched to ticket violators.

Visitor
Visitor parking is authorized by the Physical Security Office.  If time does not allow for an official visitor parking permit to be issued, the Physical Security Office will notify the guard the garage post electronically of a visitor parking authorization.  No guard has the authority to authorize visitor parking in the garage, dock, or other HHH location. 

Visitor parking permits may be delivered to the post the evening before their intended use.  Officers will safeguard these permits until issued.

EMERGENCY PROCEDURES
Emergency Command Center
Post one is the ECC during fire or other occupant emergency.  During emergencies, Departmental executive, security, and  evacuation personnel, and medical, police and fire personnel will coordinate emergency procedures from this post.   All post Officers will be familiar with and implement the necessary procedures from the HHS Occupant Emergency Evacuation Plan.  Each post will maintain a copy of the Plan.

Emergency Elevator Recall Switch
Post one has primary responsibility for emergency elevator recall. A key operated switch calls all passenger elevators in both elevator banks to the first floor and locks them out of service.  The switch should also be used when police, fire, or medical personnel require the use of a dedicated elevator for an emergency situation. The recall switch will be used to prevent people that force their way into the building from gaining access to the rest of the building.  Individual elevator emergency keys are kept at this post.

Emergency Elevator Recall
When a dedicated elevator is required for an emergency situation, the following procedures will be followed:

1.
POST 1:  Recall elevators.  

2.
Capture one elevator and place the fire service key in the top right keyhole (Fire Switch) in the control panel located inside the elevator on the right-hand side.  Turn the key from the NORMAL to the EMERGENCY position.  A small dot on the key cylinder indicates the key position.

3.
Once the key is in the EMERGENCY position, the elevator is under the full control of the operator.  Post one should return the other elevators to regular service by turning the key at Post one back to the off position.

4.
In the elevator, push a floor button.

5.
To close the door, hold the DOOR CLOSE button until the elevator moves.

6.
To open the door, hold the DOOR OPEN button until the door is fully open.

7.
One person should remain with the elevator and hold it for return to the lobby.

8.
To return to the lobby, push the lobby button.

9.
To close the door, hold the DOOR CLOSE button until the elevator moves.

10.
Once the elevator stops, hold DOOR OPEN button until the door is fully open.  After all passengers have left the elevator, turn the fire service key to the NORMAL position.

11.
Remove the fire service key and return it to Post one. Elevators will return to regular service.

The elevator will return to regular service as soon as the fire 

service key is taken off EMERGENCY.  If this happens before the emergency is over, Post one must recall the elevators and the steps listed above must be repeated.

The Officer will test the elevator recall switch each Monday morning during the first half of the first relief.  Post One will verify that all ten elevators do in fact arrive on the first floor when this switch is activated.  Any malfunctions are to be reported to the supervisor.  The supervisor will notify the Physical Security Office of malfunctions during the second relief on Monday.  Post One will record the test and results on the GSA Form 1103.  

GENERAL ADMINISTRATIVE
Incident Reporting  

All unusual and/or serious incidents are to be reported immediately to the Physical Security Office, either by radio or telephone.  If necessary, the Federal Protective Service's Emergency Control Center may also be called on 708-1111 for Police assistance.  The need for emergency law enforcement, fire department services, or rescue and ambulance assistance will be directed to the FPS first.  Parking questions will be directed to the Physical Security Office. 

Written incident reports and daily logs are delivered to the Physical Security Office each work day.  Holiday and weekend logs should be delivered the next work day.

Key Control
The Contractor shall receive, secure, issue, and account for all keys or combinations issued for access to buildings, offices, equipment, gates, etc. for the purposes of this contract.  The guard supervisors shall maintain records, to be made available to the Government Representative upon request, that show how many keys are in existence, in whose possession they are, and who has knowledge of and/or access to combinations.  Keys shall not be duplicated without the Contracting Officer's approval.

Various posts, as necessary, possess the emergency elevator recall key, emergency elevator operation key, and keys to other parts of the building.  Post Officers will use these keys in the official performance of their duties and in accordance with 

relevant instructions on their use.  Unauthorized use of the keys to gain personal access to building areas will result in disciplinary action

Found Property   

All officers are required to receive, secure and account for all found property.  Found property will be held at the post until the end of the day.  At the end of each work day, or the first of each work day morning, all found property will be delivered to the Physical Security Office.  

Execute Colors
The Contractor shall raise, lower, and fly the United States Flag, the Department Flag, and other flags, as authorized in accordance with GSA Regulations, PBS P 5930.17, Chapter 26.  No deviations are permitted unless authorized.  Verbal authorizations shall be recorded in an incident report. 

Telephone Use
Telephones at all posts are to be used for official business only.  Guards will not use the phones to make personal phone calls.  Phones will be used to call FPS and other emergency numbers, the Physical Security Office, and other HHS offices.  They will also be used to verify employee status or special visitor status.  The telephones will also be used to call offices within the building to notify employees of visitor or delivery arrivals.  Visitors will be allowed to use the telephones to make calls within the Humphrey Building.  Employees and visitors will not be allowed to make personal calls.  Employees and visitors will be directed to the public pay phones to make personal calls.  To the greatest extent possible, telephones should be kept clear for emergency use.
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