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PURPOSE OF MEETING

The purpose of the July meeting was to present findings from a survey of health plans on their reimbursement of secure messaging, results of a compilation by staff on three approaches to secure messaging, and preliminary recommendations of an ad hoc group of Department of Health and Human Services (HHS) physicians on guidance for a demonstration project on secure messaging and remote patient management. The Workgroup is expected to use the information in its deliberations of its specific and broad charges. 
KEY TOPICS
1. Updates
Following the call to order by Co-chairs Craig Barrett and Tony Trenkle, the members voted to approve the minutes of the June 28 meeting without changes. 
Immediately prior to the start of the meeting, a packet consisting of three PowerPoint presentations and four other reports were e-mailed to members. Karen Bell, stated that the discussion of most of the items, as well as a summary of previous Workgroup discussions and other pending items (see June 28 meeting, Staff Action Items 1, 2, and 3), would be deferred until the August meeting. 

Dr. Bell reported that the Privacy Workgroup was being formed, with Tony Trenkle representing the Chronic Care Workgroup. The charge of the group includes issues relating to patient identification, authentication, authorization, and technical structure of secure messaging. Considerable public input is expected and the final deliverable is scheduled for spring 2007.  She asked for volunteers from the Workgroup. Workgroup members were also encouraged to suggest persons from their organizations. Membership in an AHIC workgroup is not a prerequisite.   

Dr. Bell met with the staff of the Federation of State Medical Boards concerning State licensure reciprocity, an issue also to be on the Secretary’s agenda when he meets with the National Governors Association (NGA) on August 8. A Workgroup member pointed out that the federation has no authority to change State licensure requirements, which are defined by State law. Staff is continuing to work with the secretary on items to be discussed with NGA. 
2. Secure Messaging Adoption and Reimbursement
Justine Handelman of Blue Cross Blue Shield Association (BCBS) and Jeanette Thorton of American Health Insurance Plans (AHIP) reported on the results of a survey of their members on the use of secure messaging. Stemming from the Workgroup’s recommendation to the Community that an evidence base for messaging be developed, BCBS and AHIP were asked to survey their members. The survey instructions defined secure patient messaging as communications between patients and clinicians that have an explicit measure of responsibility for the patient's care and may include but are not limited to online consultations, prescription refills, scheduling appointments, referral requests, sharing test results, and receiving care reminders and instructions. Approximately half of BCBS plans responded. Although the overall response rate and the AHIP rate were not disclosed, the total number of respondents was only 37, of which 11 reported any use of secure messaging and 10 reported some form, often limited, of reimbursement for secure messaging. They were typically pilot projects. Four members indicated plans to institute messaging in the near future. Followup calls to non-responders suggested that one reason for nonresponse was a lack of activity around messaging. 
In response to a question from Dr. Bell, Handelman and Thorton said that their organizations would be interested in surveying their members again concerning the development of a core set of value metrics, for example, on quality, cost, patient satisfaction, and provider satisfaction. 
3. Staff Report on Fact Finding with Respect to Secure Messaging Solutions
Dr. Bell summarized key aspects of the staff report on three models of secure messaging currently available from vendors. Her report was supplemented by a grid e-mailed to members immediately prior to the meeting, with a full report to be distributed after the meeting. She noted that the report excludes the model in which secure messaging occurs through a patient portal on a delivery system-wide electronic health record. There are a number of large integrated delivery systems using an electronic health record that all providers use, and patients may access information and communicate with clinicians through a secure system.  

One model is that of Relay Health, which was described by a representative of the company at an earlier meeting of the Workgroup. It is a very structured, secure message model that occurs between the patient and his or her clinician of record. The business model varies – patients co-pay or do the equivalent of a co-pay, the insurer pays, or the provider is reimbursed as part of a basket of care management services or a capitation fee. The value to the provider is dependent on workflow management and the financial model that works for the provider.

A few studies suggest that the increased access brings value to the patient along with greater compliance. But this has not been demonstrated in more vulnerable populations – for example, older patients or Medicaid recipients.

Only a few studies have examined the value to payers, with one or two indicating a positive return on investment from decreased emergency room visits and hospitalizations. In at least a dozen States and national plans, there are an estimated 18,000 physicians covering 600,000 patients with this particular model. In some States, there is significant overlap, with multiple plans in the same area covering the same service. The staff identified four such plans. There could be more, but at least in parts of Florida, California, New York City, and the Boston area, there are two or more plans offering the similar service.  

A second model for secure messaging is much more limited and is based on the embedding of the secure messaging system in an electronic health record. A number of clinicians have found this to be a more cost-effective and efficient alternative to paper mailing and multiple telephone calls, and it is more Health Insurance Portability and Accountability Act compliant as well. It is offered to patients who are willing to pay a monthly fee to their physician's office, somewhere in the range of about $40 a month, or it can be fee for service in the range of what normally would have been a co-pay. In terms of market penetration, this model is limited to providers who use electronic health records in which messaging can be embedded.  

The third model is one in which both the patient and the clinician can access a secure network for the purposes of personal health management. The business model is based on the patient’s willingness to pay a co-pay or the equivalent of a co-pay for accessing services from the clinician.  Perhaps as many as four health plans are sponsoring this as an alternative to a plan-generated personal health record. In addition to being a communication vehicle, this model enables clinicians to send reminders to their patients, to ask them for followup information, and to provide them with patient-specific access to health information. 

The value to the provider is similar to that of the embedded EHR model – administrative efficiency and patient satisfaction. The company that is promoting this model has defined the process measures that will be used to demonstrate value to patients and to payers. The company is beginning to look at payers who may be willing to reimburse for these types of services, as physicians become more and more engaged with it. In response to a question about the ease of implementation, Dr. Bell said that in those setting in which an electronic record is in place, the embedded messaging is very efficient. She noted that several vendors have received certification. 

4. HHS Physicians’ Perspective for Remote Monitoring and Secure Messaging Demonstration Project
Anand Parekh, M.D., HHS Office of Public Health Emergency Preparedness, gave an overview of the discussions that a number of clinically oriented physicians in HHS have had recently about a demonstration. The discussions and this overview are preliminary to the development of a guide if the demonstration moves forward. It was pointed out, however, that the members of the ad hoc group do not represent the position of their respective agencies necessarily. Dr. Parekh’s handout (AHIC Chronic Care Guiding Demonstration – HHS Physicians on Secure Messaging & Remote Patient Management, v. 03) was e-mailed to the members immediately prior to the convening of the meeting. He reviewed four possibilities:
· Online Consultation (structured text)

· Online Consultation + Administrative Functions (e.g., lab result viewing, prescription refills, scheduling, referral requests, receiving reminders and instructions)

· Online Consultation + Administrative Functions + Patient Viewing of EHR (too restrictive a requirement for a demo project)

· Online Consultation + Administrative Functions + Patient Viewing of EHR + Remote Monitoring Device Data (too restrictive a requirement for a demo project).
Dr. Parekh reported that the preference of the ad hoc group is to evaluate the ideas of online consultation and of online consultation plus administrative functions, compared to a control group, to determine differences in quality, cost, and satisfaction. More input is needed from the Centers for Medicare & Medicaid Services (CMS) as to the types of reimbursement to include in any demonstration project. A third area for consideration is the selection of the clinician population. Anecdotal data suggest that in order to change their workflow, physicians need about 30 percent of their patients to be eligible for secure messaging reimbursement. Any demonstration will need to take into account regional variation, and possibly across specialties as well. The demonstration should not be restricted to physicians who use EHRs.  

The fourth point is the selection of the population. The physicians considered a similar approach to the CMS demos that are currently underway – that is, focusing on high-cost chronic illnesses or possibly on individuals who have multiple chronic conditions, since that is where potentially the most gain can be made. Consideration should be given to following follow the same pattern as the Medicare 721 demo, focusing on congestive heart failure (CHF), chronic obstructive pulmonary disease, and diabetes. If we focus on three or four disease-specific areas, we can expect to get those individuals who have multiple chronic conditions as well.  

The fifth area of consideration is how secure messaging changes the workflow for participating physicians. Data from Relay Health and Kaiser suggest that secure messaging increases productivity of physicians by increasing the relative volume units and freeing up time to see additional patients.  

The sixth issue is how we assess value and define “success.” The cost to CMS would be the potential reimbursement for each secure message in addition to administrative transaction costs – for instance, collecting the information and auditing the claims. Those costs hopefully will be offset by the reduction in costs of provider visits, hospitalizations, and other services. 
In terms of implementation, at least 3 years likely would be required to test the effects. Following the overview, Workgroup members discussed the scope of the proposed demonstration project. Much of the discussion focused on the specific versus the broad charge of the Workgroup – secure messaging only or secure messaging and remote monitoring. 
Several members pointed out that the inclusion of remote sensing likely would add to any demonstrated benefits. Others argued for a demonstration to include secure messaging in a variety of environments. 

Mohan Nair asked for clarification of a demonstration project versus an experimental design: what are we attempting to demonstrate, specifically? He also described the need for the project to take into account multiple referral relationships and the coordination of care. In response, Dr. Bell suggested the demonstration may compare the utilization of services of chronically ill patients who have (and possibly use) secure messaging with similar patients who do not have secure messaging. 
Staff Action Item 1: Prepare a template and poll Workgroup members on the recommended scope (variables to include) of a demonstration project. 
5. The Broad Charge
Technological options for remote monitoring of clinical indices are increasingly available; therefore, the Workgroup should prioritize its future considerations in that area, according to Dr. Bell. Co-chair Barrett urged the group to focus on secure messaging between the chronically ill and their caregivers and the collection of information remotely, the area with the greatest potential for cost savings. 

Dr. Bell raised the question of what to include in remote diagnostics. Jay Sanders cautioned against allowing the technology to drive the project; rather, one should consider what information the clinician needs to provide care for the patient – what affects patient outcomes. He used the example of the scale as providing the most important information to monitor a patient with CHF.
Staff Action Item 2: Prepare a briefing on possible technological solutions for high-cost cases. 
Next Steps – Next Meeting
Agenda items for the August 16 meeting include those items scheduled for the July meeting and deferred, including the summary of the previous work group discussion and the results of Staff Action Items 1 and 2. The latter item may involve speakers from outside the Workgroup. Members were invited to submit suggestions to the staff.
July 16 Meeting Documents:

· Draft Meeting Summary from June 28, 2006, CCWG meetings

· AHIC Chronic Care Guiding Demonstration – Key Points for Secure Messaging Reimbursement & Rollout

· AHIC Chronic Care Guiding Demonstration – HHS Physicians on Secure Messaging & Remote Patient Management

· Documents labeled “EnvScan” as components of Environmental Scan of Value of Secure Messaging/Remote Patient Monitoring

Public Comment

There was no public comment. 
SUMMARY OF RECOMMENDATIONS AND ACTION ITEMS
Considerable information was considered by the Workgroup. No recommendations were made as a result of the presentations and discussion.

Staff Action Item 1: Prepare a template and poll Workgroup members on the recommended scope (variables to include) of a demonstration project. 
Staff Action Item 2: Prepare a briefing on possible technological solutions for high-cost cases. 
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