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Summary of the Web Conference Held on August 24, 2006

Eighth Meeting of the Group
PURPOSE OF MEETING
Biosurveillance Workgroup (BSV WG) Co-chair Charles “Chip” Kahn noted that at its last meeting July 24, 2006, the BSV WG discussed six critical components of its Broad Charge, as follows:

· Adverse event reporting – patient and product safety

· Bidirectional communications – feedback loop from public health to providers

· Case reporting

· Response management

· Data aggregation 
· Connectivity between public health entities. 

The BSV WG also prioritized these components according to their impact on population health. Case reporting and bidirectional communications seemingly came out of the process as the top two priority components for the future work of the BSV WG; however, further discussion revealed differences among members in the understanding of definitions of these and the other components. 
Mr. Kahn asked WG members at this meeting to review the critical component priorities to ensure that they are in agreement. He also asked the group to engage in a preliminary discussion of the scope of the priority areas. 
Although the agenda calls for reaching consensus today on the definition and scope of priority areas as well as deciding next steps – conducting an Environmental Scan, developing a detailed workplan, and adding additional BSV WG members as needed – it may be critically important, first, to “readjudicate” the component priorities. 
The document entitled “HHS Program Descriptions by Critical Components” was recirculated, along with a new page generated by the prioritization process of the July 24, 2006, meeting titled Ranking of Critical Components (by impact of HIT enabled component on population health). 

KEY TOPICS 
1. Ranking 

There was discussion of why the WG needs to rank the critical components. Mr. Kahn and Kelly Cronin explained that prioritization, rather than ranking per se, is important to focus BSV WG activities and recommendations over the next several months. BSV WG priorities also will be used to inform the future work (in 2007) of critical contractors, such as on the standards harmonization process and certification of software. It was noted furthermore that the other Workgroups are working toward this end as well under a three-step process for all Workgroups identified by the Community and discussed at the June 22, 2006, BSV WG meeting, as follows: (1) collect information in order to identify the critical components of the Broad Charge, (2) prioritize these components to create a roadmap and a workplan to drive specific recommendations, and (3) identify specific recommendations flowing from each component. 
2. Component or Component Elements? 

There was discussion of whether the group’s focus should be on the critical components as already identified or on aspects of them that are important for moving electronically enabled biosurveillance forward. It was observed that some aspects or elements of a given critical component overlap some aspects or elements of others. This scope question later informed Decision Points reached during the meeting and Next Steps. 

3. Briefing on Critical Components
Mr. Kahn asked John Loonsk to brief members on case reporting and bidirectional communications. Mr. Kahn noted that BSV WG members also engaged in a great deal of priority discussion on response management, as well as adverse event reporting. 
Case reporting. Dr. Loonsk briefed members on the substantial amount of activity at the local, State, and national levels around the reporting of notifiable diseases. This reporting is usually conducted by State law that requires clinicians to provide a certain amount of information about a disease when they see it. Traditionally, the reporting is paper based. There has been some effort to develop an electronic system at the national level, including, possibly, a Web-based system for use by clinicians or public health officers. 
At the national level, the Centers for Disease Control (CDC) assumed responsibility in 1961 for collecting and publishing data concerning nationally notifiable diseases. The National Notifiable Diseases Surveillance System (NNDSS) comprises data reported by States and territorial health departments to the CDC about persons suspected of having or having been diagnosed with a nationally notifiable infectious disease. At the national level, NNDSS data are used for monitoring trends, program planning and evaluation, policy development, research, and monitoring the effectiveness of prevention and control activities. 

The NNDSS is undergoing major revision on how data are collected and reported to the CDC. Data collection and reporting is transitioning from messaging standards to the National Electronic Disease Surveillance System (NEDSS) format. As part of that, new or modified NNDSS systems, processes, and procedures will need to be developed for quality control/assurance; to facilitate data analysis, visualization, and reporting; and for maintenance of current historical and future data. The vision is to have integrated surveillance systems that can transfer appropriate public health, laboratory, and clinical data efficiently and securely over the Internet. This will revolutionize public health by gathering and analyzing information quickly and accurately, helping improve the Nation’s ability to identify and track emerging infectious disease and potential bioterrorism attacks as well as to investigate outbreaks and monitor disease trends. 

NEDSS will facilitate the collection of case report forms from providers in two important ways. First, standards are being developed to ensure uniform data collection practices across the Nation. The public health data model and common data standards recommend, for example, a minimum set of demographic data that should be collected as part of the routine surveillance. In addition, guidelines will provide a consistent method for coding data on the data collection forms, easing the burden on physicians and their staff. Second, NEDSS will include recommended standards that can be used for automatic electronic reporting of surveillance data to local and State health departments. 
Dr. Loonsk noted that, often, lab results are a substantial portion of a disease case definition, and they can act as a reasonable surrogate for a case report. He emphasized that whatever flag comes up from whatever source, electronic health records (EHRs) included, infrastructure for capturing and sharing that data needs to be in place that serves routine needs as well as periodic emergency needs. Public health should not be in the position of creating new infrastructure in times of an emergency. One infrastructure for both has always been the vision. 
Bidirectional communications and connectivity between public health entities. Dr. Loonsk explained that “bidirectional communications” potentially can mean several different things. In terms of the feedback loop from public health to providers, it can mean, for example: 

· Public health sending information to clinicians in some collaborative fashion that permits discussion, including through secure or open Web pages

· Public health sending information to clinicians to assist them in decisionmaking regarding treatment. 
It was observed that vendors working with EHRs could be required to build flags into EHRs that could, for example, alert public health and physicians when potentially public health related events were occurring. There could be applications beyond public health, as well, such as for safety alerts regarding medical products or devices. 
There was discussion of how the need for better connectivity between public health entities – another critical component – fits into all of this, and it was observed that it might fit into bidirectional communications and possibly case reporting as well, depending on its definition and scope. 
It was observed that when one is discussing connectivity among public health entities, that connectivity could involve a common infrastructure that could support a variety of functions, including but not limited to exchange of case report and biosurveillance data. 

It was observed the connectivity is not a function of public health per se but rather more of a concept of coordination. 
It was observed that the Biosurveillance Data Steering Group (BDSG) will be making recommendations regarding data elements and that connectivity will be integral to that when the information is reported.

Decision Point: Members agreed that connectivity might not be a separate component but could fit inside the two previously identified top critical components of case reporting and bidirectional communications. 

Discussion shaping point. After some discussion about potential and/or actual overlaps in elements between the identified critical components, it was agreed that Dr. Loonsk should proceed to brief members on the other critical components, starting with response management, providing concrete examples of elements in these components that could be usefully electronically enabled through health information technology (HIT) to make a difference in public health. Left open was the question of whether further BSV WG discussion today should include a more open-ended look at what HIT can do beyond the parameters of public health. 
Response management. Dr. Loonsk noted that most case reporting and a great number of bidirectional communications and surveillance activities are inherently focused on response and the management of response. Some response is simply information sharing. Some response is more concrete, such as providing vaccines or engaging in quarantine. Information technology (IT) opportunities in response management include the handling of data in an emergency to manage distribution of publicly stockpiled vaccines, for example, and working with private companies and their supply chains. A critical piece of this would be standardizing the associated data exchange so that vaccine distribution could be affected for different cases – routine distribution to hospitals, for example, or addressing a public health emergency. Dr. Loonsk again emphasized the importance of having the requisite IT infrastructure in place in advance of an emergency. 
Data aggregation. Dr. Loonsk noted that data aggregation is an activity that enables a number of important public health functions across the spectrum. Data aggregation raises privacy and confidentiality issues, but if those can be addressed through, for example, Health Insurance Portability and Accountability Act (HIPAA) public health exemptions – this is a critical issue, given the amount of extant HIPAA “angst” – it could assist the Community’s goal of data sharing in near real time in times of emergencies. 
Ms. Cronin noted that preliminary work includes trying to aggregate data from EHRs for the purposes of data mining or signal detection for drug safety. In addition to privacy and confidentiality issues, a global issue raised by such use of EHRs is the need for them to include enabling structured terminology. Provider burden could be ameliorated, however, by initially requiring only structured terminology that would be most useful to public health. 
Dr. Loonsk commented that what public health wants to have is a well-formed case report. There are two ways to get that. One is to try to get the clinician to fill out a public health form electronically as part of the EHR; the other is a more automated process, where, inside of the clinical care setting, different data types could be brought together to make a report without the clinician. 
Adverse events reporting. Ms. Cronin ended the briefing on critical components by noting that, in many ways, existing systems for adverse events reporting suffer from some of the same problems as existing systems for case reporting, requiring, for example, that physicians recognize an event; use their judgment about it; and then complete a form, sometimes manually. There may be severe amount of underreporting; i.e., some data suggest that only 10 percent of adverse events get reported, but that has not been confirmed. Down the road, there could be algorithms built into EHRs that would automatically link a suspected condition to a particular exposure, whatever it might be, so that data could be prepopulated into an electronic adverse event report possibly shared with clinicians so that they could determine whether it was worth submitting to public health. Many other aspects of patient safety could be enabled, but many of those aspects lie in the scope of other critical components already discussed. 
4. Observations from the Chair and Discussion
Mr. Kahn observed the following:

· There seems to be a great deal of interaction among the six named critical components. 

· Bidirectional communications seems to be an underpinning to many of the functions of the other components. 
· Therefore, should the context for further BSV WG decisionmaking for now be what members perceive that the Community might accomplish for public health, including issues beyond EHR certification, such as enhanced data flows and connections? Where do the concerns that will be addressed by the newly formed Confidentiality, Privacy, and Security Workgroup come in? 
Discussion. There was discussion of creating a matrix concentrating on key, similar aspects of adverse event reporting, bidirectional communications, and case reporting. 
It was noted that to affect communication between public health and a clinical care system, IT standardization of both is needed, yet at present, public health lacks such standardization through certification by an independent body; i.e., outside of the CDC. 
There was also discussion about whether the BSV WG could make recommendations to the Community regarding changes in Federal or State statutes to enable certain aspects of automated reporting. Ms. Cronin responded that if, in fact, there is a clear lack of authority to enable automated reporting for some purposes, the issue could be raised to the Secretary in the form of a recommendation. 

NEXT STEPS

Decision Point and Staff Action Item #1: Members agreed that rather than continue with the process of prioritizing critical components, the staff would use criteria outlined in the discussion today to examine each critical component and identify cross-cutting and/or discrete elements that could translate into derivative projects for further work by the BSV WG, including eventual recommendations to the Community. 

Decision Point and Staff Action Item #2: Once the staff has formulated a document or a matrix of cross-cutting and/or discrete elements, including definitions and criteria as well as examples of derivative projects, the staff will communicate it to members for comment, including additions and initial thoughts about prioritization, within approximately 2 weeks before the next WG conference call date, September 21, 2006. Member comments will be due back approximately 1 week before the next WG conference call date. Deadline details will be communicated by e-mail. 
Decision Point and Staff Action Item #3: Member comments will be formally added to the staff document prior to the September meeting for members and the public to view as part of the documentation for the September meeting agenda. 
Decision Point and Staff Action Item #4: It was agreed that the September meeting will be scheduled for 4 hours (tentatively 1–5 p.m.) to permit full discussion of and possible agreement on the proposed document, followed by discussion of priorities, possibly to be finalized by e-mail among members later, for communication to the public. 
It was noted that the September 21 meeting agenda will include a briefing by members of the BDSG on their progress and their plan to provide BSV WG members with draft recommendations for review at some point prior to the due date for final recommendations to the Secretary and to the Community of October 31, 2006. 

PUBLIC COMMENT 

There were no public comments.
SUMMARY OF DECISION POINTS, NEXT STEPS, AND ACTION ITEMS
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